To: Oshkosh Corporation Suppliers

From: Oshkosh Corporation Purchasing and IT Information Security

Date: November 11, 2019

Subject: Cyber Security Maturity Model Certification (CMMC)

What is CMMC?

The Cybersecurity Maturity Model Certification (CMMC) is a new initiative by the Department of Defense (DoD) to assess and enhance the cybersecurity posture of the Defense Industrial Base (DIB). CMMC adopts a holistic view and method of assessing the cybersecurity of its entire supply base.

What is the timeline?

Final CMMC requirements are expected for publication in January 2020. Starting in June 2020, DoD RFP’s will identify a required CMMC level in the RFP to the prime contractor for use in a “go / no go decision”. The level required will depend on the type of contract and work involved.

I am a subcontractor on a DoD contract. Do I need to be certified?

Currently, all suppliers whether they receive CUI or not, will need to certify to the CMMC if they are an Oshkosh Defense supplier.

How do I get certified in CMMC?

Third party organizations identified by the DoD will perform an evaluation of your company based on the final draft of the requirements. It is expected these organizations will be announced around the same time as the final requirements, currently expected for release in January 2020.

Where do I get more information on CMMC?